
Deb  McDonald  Earns  CIC
Designation

Deb McDonald,  a member of the business insurance team at Allen
Insurance and Financial, has earned the designation of Certified
Insurance Counselor, one of the insurance industry’s most highly
respected designations.

Deb is an account manager, working with businesses across Maine
and the U.S.

The Certified Insurance Counselor program is maintained by the
National Alliance for Insurance Education & Research. Earning
the designation is just a first step on a path of rigorous,
annual continuing education.

Be A Savvy Senior: Know the
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Warning Signs of Elder Fraud
Just browse through the latest true crime documentaries on your
preferred streaming network and you’ll see that people of all
ages and income levels are vulnerable to financial scammers.
Unfortunately,  as  we  get  older,  certain  factors  put  us  at
greater risk. Social isolation, recent loss of a spouse or close
family member, diminished cognitive abilities, and accumulated
wealth  can  make  those  over  age  60  especially  attractive  to
fraudsters.

According to the FBI, there was a 74 percent increase in losses
reported by victims over age 60 in 2021 compared with losses
reported by the same age group in 2020. To keep yourself and
loved ones safe from senior scams, ask yourself these questions
before you transfer money.

Is  there  an  urgency  attached  to  the  request  for  funds?
Government  agencies,  well-known  companies,  and  banks  don’t
typically  ask  for  immediate  money  transfers.  If  you  find
yourself being rushed to provide cash as soon as possible, start
with the assumption that the request isn’t legitimate. One way
to do this is to call the institution back at a phone number
you’ve used before or that you find on its website, not the
contact information in the request.

Don’t give out personal information or verify an authentication
code to anyone who called you, regardless of who they claim to
be or what phone number appears on your screen. Even if the
urgent request seems to come from a close friend or family
member, you’ll want to call that person to verify their identity
and confirm the need for money.

Does the method of payment make it impossible to recover your
funds (if necessary)? If you’re asked to send money by mailing
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cash, gift cards, or prepaid cards, or transferring bitcoin,
those are all red flags. Once such funds are sent they can be
very difficult, if not impossible, to get back. Another sign of
a scam might be a person requesting money and instructing you to
pay a third party.

For example, a fraudster may claim to be from the IRS but ask
you to mail cash to an individual at a residential address,
claiming the person is an attorney for the IRS. A con artist in
a romance scam might ask for funds to be sent to someone they
claim is a personal assistant or an accountant. Involving a
third party makes the transaction harder to trace.

Does this transfer raise any alarms with your financial advisor?
If someone contacts you and says you owe them money and the
rationale isn’t clear to you, contact your financial advisor as
a trusted resource to help you determine whether the request is
valid.

If you answered “yes” to any of the above questions regarding a
request for money, there’s a chance you could be the victim of a
scam.  Depending  on  your  specific  situation,  consider  taking
these steps:

Stop communicating with the requestor immediately.
If you did send any checks or wire transfers, contact your
financial institution and ask if they can stop payment or
recall a wire transfer.
If you sent payment through the mail, contact the carrier
service you used to report the fraud and ask if they can
stop delivery. (A tracking number is helpful in this type
of scenario.)
Contact your local police.
Report the incident to ic3.gov (the FBI) or the Federal
Trade Commission through their online reporting portals.



Change your email and online banking passwords.
Initiate a credit freeze through the major credit bureaus.
Stay on high alert for subsequent scams. Once a person
becomes a victim of fraud, other criminals might target
the same individual from a different email address or
phone number.
If  you  continue  to  get  fraudulent  calls  and  emails,
consider changing your email or phone number.

As we get older and potentially more vulnerable, we hope to be
surrounded  by  people  we  can  trust.  But  senior  scams  are
unfortunately on the rise. Your best protection against elder
fraud is to be aware of warning signs; talk to loyal family,
friends, and advisors about financial issues; and thoroughly vet
any party requesting funds from you.

This  material  has  been  provided  for  general  informational
purposes  only  and  does  not  constitute  either  tax  or  legal
advice.  Although  we  go  to  great  lengths  to  make  sure  our
information is accurate and useful, we recommend you consult a
tax preparer, professional tax advisor, or lawyer. Third party
links  are  provided  to  you  as  a  courtesy  and  are  for
informational purposes only. We make no representation as to the
completeness  or  accuracy  of  information  provided  at  these
websites.

© 2022 Commonwealth Financial Network®

 



New: The Navigating Risks and
Rewards Podcast
Successes  achieved  and  challenges  faced.   Hear  from
entrepreneurs and business leaders in Maine on the new Allen
Insurance  and  Financial  Navigating  Life’s  Risks  and  Rewards
podcast.

With  a  new  episode  dropping  every  three  weeks  or  so,  host
Patrick Chamberlin brings stories from guests from across the
state.

You can listen and  learn more at AllenIF.com/podcast

Chris  Richmond  Earns  CIC
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Chris  Richmond,
AAI,  CMIP

Chris Richmond, a member of the business insurance team at Allen
Insurance and Financial, has earned the designation of Certified
Insurance Counselor, one of the insurance industry’s most highly
respected designations.

“CICs  are  recognized  for  expertise  and  commitment  to  the
industry and it is no surprise this is a designation Chris has
chosen  to  pursue,”  said  Michael  Pierce,  president  of  Allen
Insurance and Financial. “A CIC designation is a benefit to
Chris, to his clients and to everyone at our agency.”

Based at Allen’s office in Camden, Richmond  works with a range
of business insurance clients,  specializing in marine-related
industries.

He also holds the  Accredited Advisor in Insurance (AAI) and the
Certified Marine Insurance Professional (CMIP) designations.

The Certified Insurance Counselor program is maintained by the
National Alliance for Insurance Education & Research. Earning
the designation is just a first step on a path of rigorous,
annual continuing education.

Be A Savvy Senior: Know the
Warning Signs of Elder Fraud
Just browse through the latest true crime documentaries on your
preferred streaming network and you’ll see that people of all
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ages and income levels are vulnerable to financial scammers.
Unfortunately,  as  we  get  older,  certain  factors  put  us  at
greater risk. Social isolation, recent loss of a spouse or close
family member, diminished cognitive abilities, and accumulated
wealth  can  make  those  over  age  especially  attractive  to
fraudsters.

According to the FBI, there was a 74 percent increase in losses
reported by victims over age 60 in 2021 compared with losses
reported by the same age group in 2020. To keep yourself and
loved ones safe from senior scams, ask yourself these questions
before you transfer money.

 Is  there  an  urgency  attached  to  the  request  for  funds?
Government  agencies,  well-known  companies,  and  banks  don’t
typically  ask  for  immediate  money  transfers.  If  you  find
yourself being rushed to provide cash as soon as possible, start
with the assumption that the request isn’t legitimate. One way
to do this is to call the institution back at a phone number
you’ve used before or that you find on its website, not the
contact information in the request.

Don’t give out personal information or verify an authentication
code to anyone who called you, regardless of who they claim to
be or what phone number appears on your screen. Even if the
urgent request seems to come from a close friend or family
member, you’ll want to call that person to verify their identity
and confirm the need for money.

 Does the method of payment make it impossible to recover your
funds (if necessary)? If you’re asked to send money by mailing
cash, gift cards, or prepaid cards, or transferring bitcoin,
those are all red flags. Once such funds are sent they can be
very difficult, if not impossible, to get back. Another sign of
a scam might be a person requesting money and instructing you to
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pay a third party.

For example, a fraudster may claim to be from the IRS but ask
you to mail cash to an individual at a residential address,
claiming the person is an attorney for the IRS. A con artist in
a romance scam might ask for funds to be sent to someone they
claim is a personal assistant or an accountant. Involving a
third party makes the transaction harder to trace.

Does this transfer raise any alarms with your financial advisor?
If someone contacts you and says you owe them money and the
rationale isn’t clear to you, contact your financial advisor as
a trusted resource to help you determine whether the request is
valid.

If you answered “yes” to any of the above questions regarding a
request for money, there’s a chance you could be the victim of a
scam.  Depending  on  your  specific  situation,  consider  taking
these steps:

Stop communicating with the requestor immediately.
If you did send any checks or wire transfers, contact your
financial institution and ask if they can stop payment or
recall a wire transfer.
If you sent payment through the mail, contact the carrier
service you used to report the fraud and ask if they can
stop delivery. (A tracking number is helpful in this type
of scenario.)
Contact your local police.
Report the incident to ic3.gov (the FBI) or the Federal
Trade Commission through their online reporting portals.
Change your email and online banking passwords.
Initiate a credit freeze through the major credit bureaus.
Stay on high alert for subsequent scams. Once a person
becomes a victim of fraud, other criminals might target



the same individual from a different email address or
phone number.
If  you  continue  to  get  fraudulent  calls  and  emails,
consider changing your email or phone number.

As we get older and potentially more vulnerable, we hope to be
surrounded  by  people  we  can  trust.  But  senior  scams  are
unfortunately on the rise. Your best protection against elder
fraud is to be aware of warning signs; talk to loyal family,
friends, and advisors about financial issues; and thoroughly vet
any party requesting funds from you.

© 2022 Commonwealth Financial Network®

This  material  has  been  provided  for  general  informational
purposes  only  and  does  not  constitute  either  tax  or  legal
advice.  Although  we  go  to  great  lengths  to  make  sure  our
information is accurate and useful, we recommend you consult a
tax preparer, professional tax advisor, or lawyer. Third party
links  are  provided  to  you  as  a  courtesy  and  are  for
informational purposes only. We make no representation as to the
completeness  or  accuracy  of  information  provided  at  these
websites.

Abraham Dugal Now a CERTIFIED
FINANCIAL  PLANNER™
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Professional

Abraham Dugal

Abraham  Dugal,  a  financial  advisor  at  Allen  Insurance  and
Financial, has achieved the designation of CERTIFIED FINANCIAL
PLANNER™ Professional.

A member of the Allen Financial team since 2015, Dugal works
with  individuals,  families,  business  and  non-profit
organizations providing investment management, risk management
and financial planning services aligned with helping them to
meet their financial goals.

The  CFP®  designation  has  become  the  most  recognized  in  the
financial  planning  community.  Requirements  include  meeting
stringent education and experience standards and a rigorous 10-
hour exam. Dugal joins his colleagues Michael Pierce and Thomas
C. Chester as the third CFP® on the Allen Financial staff.

“Abe’s efforts demonstrate his deep commitment to continuing
professional development,” said Mike Pierce, company president.
“Now more than ever our clients are well served by dedication to
the requirements of programs such as these.”

A native of Lincolnville, Dugal is a graduate of Camden Hills
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Regional High School and Babson College in Wellesley, Mass.,
where he majored in business management with a concentration in
finance.  He  holds  FINRA  Series  66  and  7  securities
registrations. He lives in Camden with his wife and son.

Stephanie French Earns Marine
Insurance Designation

Stephanie
French

Stephanie French,  a member of the business  insurance team at
Allen Insurance and Financial, has earned the Certified Marine
Insurance  Professional  designation  from  the  International
Institute for Marine Insurance Studies.

The CMIP designation emphasizes critical skills in insurance
underwriting, coverages marketing and client services for the
marine and longshore industry.

Requirements include:

https://allenif.com/stephanie-french-earns-marine-insurance-designation-1/
https://allenif.com/stephanie-french-earns-marine-insurance-designation-1/
https://allenif.com/projects/stephanie-griffin-acsr/


Insuring Waterfront Businesses
Insuring Marine Employees
Recreational Marine Insurance
Insuring Vessel Owners & Operators

“All of us here at Allen are incredibly proud of Stephanie’s
professionalism  and  commitment  to  our  marine  industry
customers,”  said  Dan  Bookham,  vice  president  of  business
development  at  Allen  Insurance  and  Financial.  “Stephanie’s
certification and the continued education required to maintain
it will serve our clients and our company well in this always-
changing industry.”

French is an account manager in Allen’s  business insurance
division. She has been with the company since 2010. She also
holds  the  Accredited  Customer  Service  Representative
designation.

Rental  Car  Reimbursement
Coverage Today
Just like many industries, supply chain issues are making it
hard to find car parts.  So, you should expect longer wait times
if your car is in the shop. Additionally, car rental prices have
been increasing. If being able to pay for a rental car for an
extended period of time is a concern, you may want to consider
rental reimbursement coverage.

What is Rental Reimbursement Coverage?
Rental  reimbursement  coverage,  also  known  as  extended
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transportation expenses coverage, is an optional coverage that
helps cover the cost of a rental car if your insured car is in
an accident and needs repair. This helps keep you driving even
while your vehicle is in the shop getting fixed.

And: Rental Car Prices Are Up
Just  like  many  industries,  the  car  rental  industry  is
experiencing inflationary pressures. If being able to pay for a
rental car for an extended period of time is a concern, you may
want  to  consider  increasing  the  limits  of  your  rental
reimbursement  coverage.

Your Allen insurance representative is here to help.

Why Loss Control is Important
By Chris Richmond
for May 2022 WorkBoat Magazine 
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Chris  Richmond,
AAI,  CMIP

A busy ship repair facility we work with recently had a follow
up visit from their USL&H insurance carrier. Loss control had
visited the client previously and this visit  was designed to
accomplish three goals: It was a chance for key players to meet
in  person;  facility  personnel  could  provide  an  update  on
previously noted deficiencies and the loss control manager could
view the yard during the not so kind New England winter.

As you know, the premium for USL&H is based on jobs performed as
well as payroll. Generally the more employees a company has the
more  premium  the  company  will  pay.  Loss  history  is  also  a
factor: The more paid claims a company incurs the higher the
premium will be. It is in everyone’s best interest − from the
employee staying safe to the shipyard paying the premium to the
insurance  company  paying  the  claims  −  to  keep  claims  to  a
minimum. This is where loss control comes in.

The visit made clear where safety improvements had been made and
where  they  still  needed  to  be  made.  Among  the  deficiencies
observed were missing safety guards on machinery, chaffed power
cords and cluttered walkways. A key area of improvement to the
yard was the installation of metal grating on gangways to the
ships for better grip and to help minimize slips in the winter
months.

A follow up report was provided to the client’s safety manager
with a request for written verification of completion of the
safety  recommendations  within  45  days.  An  offer  to  provide
safety trainings on site was extended. These visits can be fine-
tuned to the client’s specific needs. They are no cost and are a
great opportunity to remind employees of their stake in the
workplace safety. Management can use a training to echo the



message that safety keeps claims down, which keeps premiums
down, all of which can help make the company more profitable.

A visit from a loss control manager is something to look forward
to − not to regret. Input and involvement from your insurance
company can help keep your premiums down. If you haven’t had a
loss control site visit recently, reach out and request one.
It’s free expert advice, designed to help to improve safety and
save you money in the long run. What’s not to like?

The  Status  of  OSHA’s  Heat
Hazard Protection Standard
A heat hazard protection standard from the Occupational Safety &
Health Administration (OSHA) continues to be in the pre-rule
stage and is still under consideration. View a PDF update. 

Workers most commonly affected by heat-related illnesses are:
• Postal and delivery services
• Landscaping
• Commercial building
• Highway, street and bridge construction workers

Workers who most commonly suffer heat-related fatalities were:
• Landscaping
• Masonry
• Highway, street and bridge construction workers

On Oct. 27, 2021, OSHA published an advance notice of proposed
rulemaking  to  officially  start  the  process  of  creating  a
mandatory heat hazard protection standard. Currently, OSHA has
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only  a  recommended,  not  required,  workplace  heat  standard.
However, many states have their own heat exposure standard as
part of their OSHA-approved state plans.

Maine’s state plan covers state and local government workers
only. Click here for a map showing all state plans. 

https://www.osha.gov/stateplans/

